U.are.U Biometric Device Setup

U.are.U Biometric Device Setup in Maitre’D

(Maitre’D 2002, and later versions of Maitre’D)

Configuring the U.are.U Biometric device in Windows

Installation

The drivers and application will have to be installed on all workstations where an

U.are.U device will be used, as well as on the Main Back-Office Server.

Note: The DigitalPersona U.are.U Biometric device is only approved with Intel

chip sets

For each PC, insert the U.are.U Integrator Gold v2.0.4 CD in the CD-ROM drive, or
access it over the network and start the Setup application.

The Welcome screen appears. Click Next.

Read the end-user license agreement, and if you do agree, click Yes.
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Welcome

‘wielcome ta the U are U Integrator Gold w2 0.4 Setup
program. T his program will install L. are.J Integrator
Gold +2.0.4 on your computer.

It iz strongly recommended that you exit all “Windows programs
befare running this Setup program.
Click Cancel to quit Setup and then cloze any programs wou
hawve running. Click Mext to continue with the S etup program.
s WARNING: This program is pratected by copyright law atnd
d1g|talPersona international treaties.

Unauthorized repraduction or distribution of this program, ar any
portion of it, may result in severe civil and criminal penalties, and
will be: prosecuted to the mazimum extent possible under law.

Canecel

Software License Agreement

Flease read the following License Agreement. Press the PAGE DOWH key to see
the rest of the agreement.

EMD USER LICEMSE AGREEMENT FOR DIGITAL PERSOMA SOFTWARE ~

IMPORTANT- BEAD CAREFULLY. THIS EMD USER LICEMSE AGREEMENT IS A
LEGAL DOCUMENT BETWEEM YOU AND DIGITAL PERSOMA, INC. FOR THE
DIGITAL PERSONA SOFTWARE vOU ACOUIRED, WHICH INCLUDES COMPUTER
SOFTWARE AND ANY ASSOCIATED MEDIA, PRINTED MATERIAL, AND OM-LINE,
OR ELECTRONIC DOCUMENTATIOM [THE "SOFTWARE"). USE OF THE
SOFTwWARE CONSTITUTES YOUR ACCEPTANCE OF THESE TERMS. IFvOU DO
MOT AGREE TO THE TERMS OF THIS AGREEMENT, PROMPTLY RETURM THE
SOFTWARE AND THE ACCOMPANYING ITEMS INCLUDIMG WRITTEN MATERIALS
AND COMTAIMERS) TO THE PLACE OF PURCHASE FOR & FULL REFUND.

1. License Grant. Digital Perzona grants to you [either as an individual

or entity] a perpetual, personal, non-transferable. and non-exclusive right B

Do you accept all the terms of the preceding License Agreement? If you choose Mo, Setup
will cloge. Toinstall U are U Integrator Gold +2.0.4, wou must accept this agreement.

< Back ‘Yes Mo
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U.are.U Biometric Device Setup

Accept the default destination folder, or browse to a different folder, and click Next.

Choose Destination Location

O
=

digitalPersona

Setup will ingtall . are.U Integrator Gold v2.0.4 in the following
folder.

Toinstall to thiz folder, click Nest.

Toinstall to a different folder. click Browse and select anather
falder.

ou can chooze not to inztall L are ) Integrator Gold +2.0.4 by
clicking Cancel to exit Setup.

— Destination Folder 1

‘ C:h. ADigitalPersonatlntegrator Gaold Browse... I ‘

< Back 1 Mest » ] Cancel j

Let the software installation

2 U.are.U Integrator Gold Setup

DigitalPersona
U.are.U Integrator Gold v2.0.4
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proceed.

Copying Fingerprint Recognition System files
ciwindowssystem3zidpmatch.dil
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U.are.U Biometric Device Setup

Enter the security key code, and Click OK.

Note: You MUST use the SAME security key code on all workstations as well as
on the Main back-Office Server. DO NOT use the Default Key button, as it
generates a different random code.

Security Key

Pleaze create a 16-character Security Key,
Thiz key iz used to protect your U are U database.
You do not need to remember ar write down thiz key.

1111111111111 I'IE

Bistauit Ky | ok |

You do not need connect the biometric device yet when prompted to. Click Cancel.

Warning [?|

Pleaze connect the sensor now or werify that the zenzor is connected. r'ou may alzo
inztall the zenzor later by preszing Cancel and bypazszing this test,

Cancel

When the system prompts you to restart the computer, select Yes and click Finish.
While the PC is rebooting, plug the biometric device in the USB port. Once the
hardware drivers are setup, you can proceed with the Windows tests.

Setup Complete

Setup has finizhed copying files to your computer.

Before you can use the program, you must restart Windows or
your cornputer,

% ez, | want to restart my compuber now.

£ Mo, | will restart my computer later,

Femove any dizks from their drives, and then click Finish to
complete setup.

| Finizh |
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U.are.U Biometric Device Setup

Tests

Registration Mode

The Fingerprint Test application is located in the \Misc\Samples folder of the CD.
Note: Instructions beyond this point are for testing purposes. You could go
straight to the Maitre’D setup, but we recommend to first test the device
outside of Maitre’D. If the device does not work using the following steps, it
can not work within Maitre’D either.

Double click the FTSampleDB application icon and follow these steps.

& Samples |:| |E g|
File Edit Wiew Fawarites Toals  Help ﬂ"’
@ Back - k¢; Lﬁj ;I:J Seatch LJL _" Folders v
Address |5 FriMisc\Samples v'i a2

FTSampleDB.exe
FTSampleDE MFC Application

File and Folder Tasks

':j Make a mew Folder

@ Publish this folder to the
Weh

&2 Share this Folder

Other Places

Iy Misc

[f:j My Documents
W My Computer
ﬂ My Metwork Places

Details

Samples
File: Folder

Date Modified: December 27,
2000, 1:14 PM
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U.are.U Biometric Device Setup

Select Registration Mode, enter your name in the User Name field, select the finger

you will be scanning, and click on Register User.

. FTSampleDB

- Select mode
& Registration mode

 |dentification mode

User name;

testing

Prampt:

gnt index Reaizter Uzer I

Status:

;F'Iease enter uzer name and press Register

Make sure the biometric device is on a fixed and stable surface, and put the ball of
your finger on the biometric device. You will be required to scan it four times to save

your fingerprint for the later identification mode test.
£ FTSampleDB

- Select mode

% Reqistration mode

£ |dentification mode

Uszer name:

!testing

Finger:

I Rignt index - l

Frompt:

!4 fingers left

Status:

]FT_WAITING_FD R_IMAGE
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U.are.U Biometric Device Setup

After the fourth scan, when offered to register another finger, click NO.
FT5ampleDB

' ": wiauld wou like bo reqgister another finger?
L

Yes Mo

As well, when offered to register another user, click NO.

FT5ampleDB

' "': Wiould vou like to register another user?
L

Yes Mo
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U.are.U Biometric Device Setup

| dentification M ode

Make sure ldentification Mode is selected, and put the ball of the same finger on the
biometric device.

#z, FTSampleDB

- Select mode -
Exit I

" Registration mode

|dentified wser

|
Finger:

=

Prampt:

iF'Iease put vour finger on senzor

Status
iFT_WAITING_FEIH_IMAGE

e

The PC will look through the database and identify any user whose fingerprint has
been scanned. If the system identified you the device is working properly. You are
now ready to move on to the Maitre’D setup.

#= FTSampleDB

- Select mode
Exit I

" Reqistration mode

Identified user

]testing

Finger:
’Flignt index

Frompt:

iF‘Iea&e put vaur finger on senzor

Status:
!FT_WAITING_FD R_IMAGE

If the biometric device did not identify you, try going through the registration
process again, before trying the identification process again. If it still fails to identify
you, remove and reinstall the U.are.U software and drivers, and try again. If all this
fails, contact DigitalPersona at (650) 261-6070 or http://www.digitalpersona.com

Configuring the U.are.U Biometric device in Maitre’D
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U.are.U Biometric Device Setup

Back-Office Setup

Once the U.are.U software is installed and tested on the Main Server and all
workstations, there is a small amount of configuration to be setup in the Maitre’D
Back-Office.

System Configuration / View / Options / Devices

(Maitre’D 2003, from Service Pack 6 and later versions of 2003)

Biometric Reader
Select DigitalPersona U.are.U

General configuration

| Frestaurant | .Hegional Settings-' -Fleporl.l Devices .Shipping. | Home Pagéi

Beeper i12?5 |

Card *wiiter Port | full - |
Card Writer Model i Panacord “ i
Scale Type | Taoleda 8213 (30 |bsg) v |

Kitchen Monitor |F'rogressive Cwhd with remote display Vl

< Biometric Reader [ZIigitalF‘Er:z:::nna I.are.ll

0K ] [ Cancel ] [ Apply l [ Help
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U.are.U Biometric Device Setup

System Configuration / View / Options / Advanced

(Maitre’D 2002)

Biometric Reader

Select DigitalPersona U.are.U
| Wo tion #3
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U.are.U Biometric Device Setup

POS Control / Workstation / Options / Devices

(Maitre’D 2003, and later versions of Maitre’D)

For each workstation where a biometric device is installed, click Add.
Workstation #1

I'W'Drkstationlii-Mode-"-lnvoicé.i -Messages':i Forts -;-I':'rintersll Devices !-Advancedlu
Device Tupe Fart Diriver [ Add ]
Remove
Properties
|

Select Biometric Reader, and then click Setup.

Add Device

I ' Setup

-" e =
Cash Card Reader
Q Cazh Drawer #1
Q Cazh Drawer #2
@& Coin Dizpenszer
bl

@ Fizcal Printer
@ I30A

% Line Dizplay

& Metwork, Printer
@ FIM Pad

@ Pritter
a Scale
J Scanner
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U.are.U Biometric Device Setup

Select the DigitalPersona U.are.U type, and click OK.

Device Setup

OF.

Cancel

@ Biometnc Reader

The Biometric Reader is now setup. Click OK.

Workstation #1
| Workstation'ii-hflode-ii Invoice | Meszages | Parts ;i-F'rintersl Devices |Advanced|
| Drevice Part Criver &dd
4 % Biometnc Beader DigitalPersona L. are.
k. ] [ Cancel ] [ Apply ] [ Help
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U.are.U Biometric Device Setup

POS Control / Employees / Configuration / Functions / Setup Functions

(Maitre’D 2002)
In the manager configuration, enable Biometric Setup.

Configuration - C.manager

Genersl| Ivoice | Drder | Transter | P.O.S: repest | Furctions | CMD | Deivers | Discount | Paymert |

 Special lunchons -~ Sehup functions - Table 0 lunclions
| Availabilty I Table accignment I+ Acces
I | Batch teading I Seclion assgament I Check
W | Manages unctions | Discount availabiliy ¥ Payment
W Sustern funclions I™ Briviege cedt I~ Eastosder
¥ | End of day F7 Pemansat mete: I | Bt oni el
= | Bemark ¥ teter adiusiment % e
7 | oid tabde M I™ Bar sever infenmpt
" Nosa ¥ Price changs

= ™ Seteen selp Food Furiner Delay [fi_
Lt ¥ Mods s=tup
[~ hwlaste table W
[ Cloze the shit I Bediect Phys Fin.
I | Iritiakze Fin Pad sl
[ Calibrafion P DOS only] | 4
Deete ok | cece sy | Hen |

(Maitre’D 2003, and later versions of Maitre’D)
In the manager configuration, enable Access Setup.

-manager

{
Special functions

Axailabiliby
t anager functions
Spstem functions
End of day
Remark

Woid table

Mo zale

Split zales
Waste table
‘waste ikem
Clage the shift
Initialize Fin Pad

ove

Itventan adjustrent

Dizplay theoretical guantity
Cash Card Operation

[ Azcess other bar server table

Generilnvoice_ Order Jransfﬁﬁ_F'.D.S. lepolt§ Functions ?_.CMD j Delively;DiscourL F'a_l,lmen&

Setup functions

Table assignment
Sechion azsighment
Diizount availahilie
[ Privilege credit

[] Permanent meter
Meter adjustment
Currency setup
Price change
Screen setup
Mode setup

Azsign waiter
Redirect printer

: :

Calibration S DOS only)

Table O functions
Access
Check
Payment
[ Fast order
[ Drawer on total
Yioid

[ Bar server intemupt

Food Runner

Delay -U 1

Ok

I

Cancel
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U.are.U Biometric Device Setup

POS Access Setup

On the workstation, use a manager number to access the Functions screen. In the
Manager Menu, touch Access Setup.

MANAGER MENU

REDIRECT PRINTER

SYSTEM FUNCTIONS

RE-OPEN THE CHECK

CANCEL CHECK

Access Setup

DRAWER SETUP

EXIT MORE...

Select an employee ready to scan a fingerprint.
Note: The employee must have been previously created in the Back-Office
before they can be fingerprinted.

FETER BAR SERVER FAST FOOD ORDER DELWVERY  JELIVERY DRIVER
BARTENDER | HEAD SERVER CASHIER MANAGER HOSTESS  |LOSE CARRYOL
LSTFOODREST|[FIVE FOMNCTIONSIRIVER MAMAGE! WITH CASHIER | CARD SERVER |CARD MANAGER
DRIVER #28 DRIVER #27 DRIVER #28 DRIVER #28 DRIVER #30 JOHN
JuDy LISA HELERN MIKE har server 38 har server 40
MORE... SERVER EXIT

Have the employee put the ball of a first finger on the device. The system will
require that this finger be scanned four times.
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U.are.U Biometric Device Setup

Waiting for fingerprint #1 (1)

Scan left 3

CANCEL

Have the employee put the ball of a different finger on the device, in case the first
finger gets hurt, burned or cut. The system will require that this other finger be
scanned four times as well.

Waiting for fingerprint #2 (1)

Scan left 3

CANCEL

© 2004 — Posera Inc.
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U.are.U Biometric Device Setup

Optional Back-Office Setup

You can further adjust the way the system uses the biometric device with these
options.
Biometric Log on Only

(Maitre’D 2002, from Service Pack 3 and later versions of 2002)

Enable this option to force employees to use the biometric device when they punch
in, and disable the server’'s passwords, even if the employee record is linked to a
server number and that server number does not need the biometric device to order.
To enable this option, under the C:\Posera\MaitreD\Data directory, in the Pos??.ini
file (you will need to do it for every Pos Ex.: Pos0L1l.ini, Pos02.ini), add the following
configuration key & value:

ForceBiometric=True

B Pos03 - Notepad
File Edit Format WYiew Help

[Metwork]
Local=TRUE
showMouse=TRUE
LowGraphic=FALSE
LanType=TCPIP
TcpIpServer=127.0.0.1
TcplpPort=1001
NetbiossServer=

spoolerPath=C:\poserai\Maitrep \DATA\WSPRINT
ForceBiometric=Trug I

Biometric TA Punch Only

(Maitre’D 2002, from Service Pack 8 and later versions of 2002)

Enable this option to force employees to use the biometric device when they punch
in, and disable the server’s passwords, even if the employee record is linked to a
server number and that server number does not need the biometric device to order.
To enable this option, under the C:\Posera\MaitreD\Data directory, in the Pos??.ini
file (you will need to do it for every Pos Ex.: Pos01.ini, Pos02.ini), add the following
configuration key & value:
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ForceBiometricTA=True

E- Pos.im - Notepad
File Edit Format Yiew Help

[network]
Local=FALSE
ShowMouse=FALSE
LowGraphic=FALSE
Europeanoperation=FALSE
LanType=TCPLP
TcpIpServer=192.168.100.37
TcpIpPort=1001
MetbhiosServers=
SpuuTerPath-\\JP2—PC\MAITRED\DATA\wSPRINT
oposLDH False
PrintwhenDiscountapplied=FALSE
% | SE
orcegiometricTAa=Trueg

Biometric as Validation Device

(Maitre’D 2002, from Service Pack 9 and later versions of 2002)

Enable this option to use the biometric device only to validate an employee’s
identity instead of a password. Employees will still have to enter their server number
on the workstation to identify themselves, but when the password is required, they
will touch the biometric device instead of entering their password. The same will
apply when punching in or out with the Time & Attendance module.

To enable this feature, under the C:\Posera\MaitreD\Data directory, in the Pos??.ini
file (you will need to do it for every Pos Ex.: Pos01.ini, Pos02.ini), add the following
configuration key & value:

BioValidation=True

B Pos.ini - Notepad
File Edit

[Metwaork]

Local=FALSE

ShowMous e=FALSE

LowGr aphic=FALSE
EuropeanCperation=FALSE
LanType=TCPIP
TCcpIpserver=192.168.100.37
TcpIpPort=1001

Methiosserver=

Spcuﬂerpath S IP2 -PCAWMATI TREDS DAT ANWSPRINT
O[CIDSLDE False

Printw enD1scountApp11ed FALSE

Format  iew Help

.1Dva11dat1un True
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U.are.U Biometric Device Setup

POS Control / View / Options / Security

(Maitre’D 2003, and later versions of Maitre’D)

Biometric Log on Only:

Enable this option to force employees to use the biometric device, and disable the
server’s passwords. If this option in disabled, employees will still be able to log on
using their server number and password.

Biometric TA Punch Only:

Select this option to force employees to use the biometric device when they punch
in, and disable the server’s passwords, even if the employee record is linked to a
server number and that server number does not need the biometric device to order.
Biometric as Validation Device:

Select this option to use the biometric device only to validate an employee’s identity
instead of a password. Employees will still have to enter their server number on the
workstation to identify themselves, but when the password is required, they will
touch the biometric device instead of entering their password. The same will apply
when punching in or out with the Time & Attendance module.

Configuration

:.DptiDH.S“ Check | F'rinting.l: Security é-l.-lome Page

Option Time Out Delay

Biometric Log on Onl - o
0 g y Inactivityl 0| Minutes |

Biometric T4 Punch Only

Biometric az Yalidation Device
[C1Un3
[] Manager T akeaver |

[ rvvoice &dvanced Integrity

(0] l ’ Cancel ] [ Apply ] [ Help
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U.are.U Biometric Device Setup

The following is an example of an employee trying to log on without using the
biometric device, when the Biometric Log on Only option is enabled.

g THU JUNE 10.2004 08:22:16 waw.nailredpozcom

Maitre'D Demo #3 MODE BREAKFAST

You have 3 lines of
30 characters far me

Have a nice day 11 Biometric use is mandatory ENTER

Touch the screen to continue...

READING
1 2 3 FUNCTION
0 00 PUNCH CLOCK
RECEIVABLE
UPDATE B EXIT
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